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DD Form 2875 information/ Q & A’s

REQUIRED SIGNATURES
Block 11: Users Signature. (Electronically signing block 11 locks blocks 1-12 and 20)
Block 17: Users supervisor, a supervisor considered as part of the user’s chain of command. (Electronically signing block 17d locks blocks 16-17a and 20)
Block 18: Program Manager, YNCS Christopher George (Electronically signing block 18 locks blocks 18-18b)
Block 22: Local CSO, Equip Manager, District Security Manager, Command Security Officer. (Electronically signing block 25 locks blocks 22-26)
Part IV “Processed by”: MAJCOM/Program Manager Signature (more detailed information below in block information)
** Ensure all blocks in a section are completely filled out before it is electronically signed.)**

*Sequence of events*
	1st Member completes Parts 1,2 & 3 IAW the below. Member will register for an account on iFTDTL without the approved DD2875, upload the unapproved version for account registration purposes. Once Security manager returns form, member will submit valid Cyber Awareness transcript and Designation memo along with the DD-2875 to their designated MAJCOM. 
	2nd MAJCOM will audit all documentation (DD-2875, designation memo, and cyber awareness transcript) for any errors, then submit to PSC-PSD-fs if all is valid and approved on their end. 
	3rd PSC-PSD-fs will audit all forms and enable iFTDTL account if approved. Approval email will then be sent to MAJCOM with signed DD2875. 

**Ensure the Proper DD2875 (May 2022) is being filled out, the up to date one is on our CG Portal page. 

BLOCK INFORMATION
Blocks 1-12 (Part I): Users Information. 

Block 10 (Part I):  Annual Cyber Awareness certification, Check box and enter date of training.

Block 11(Part I): Users Signature **Before Signing block 11 electronically, make sure Block 26 is filled out.**

Block 13 (Part II): 
A. Provide User Justification for needing access to iFTDTL. 
*Example: 
a. Required for duties as the MAJCOM
b. Required for duties as the Drug Testing Coordinator (DTC)
c. Required for duties as the Alternate Drug Testing Coordinator (ADTC).
B. Users DoD ID. 

Block 14 (Part II): Mark an X in box “Authorized”.  

Block 15 (Part II): Mark an X in box “Unclassified”.

Block 16 (Part II): 
16. Mark an X in the box.
16a. Access 1 O25 end of tour date is 1 July2021, Put 1 Oct 2021. October starts the new FY.

Blocks 17-17e (Part II): Users supervisors’ information. 

Blocks 18-18b (Part II): *WILL BE COMPLETED AFTER MAJCOM ROUTES TO PSD-fs. 

Block 20: Users name. **Must be entered before block 11 is signed.**

Block 21: DTC/ADTC: Container required (UIC and BAC) 
	   MAJCOM; Results Reporting Unit (BAC)

Blocks 22-26 (Part III): Filled out by users Security Officer. (CSO, Equip Manager, District Security Manager, or Command Security Officer)
Type of Investigation:  (Example: NACLC)
a. Date of investigation
b. Clearance Level (Secret or Top Secret)
c. IT Level Designation (I, II, or III)

Part IV: 
A. Processed by block: 
a. MAJCOM signs and dates for DTC’s and ADTC’s
b. Program Manager will sign for MAJCOMS.
B. Revalidate block: leave blank.

**Save DD2875 form as members email address (Example below in Q&A’s).
**Format of email Subj line: iFTDTL DD2875's_For units name, UIC and BAC (Example below in Q&A’s).
**ATTACH CYBER AWARENESS TRAINING**
Q&A’s

1. Is there a deadline to have the DD 2875 completed?
Answer: All new Coordinators (DTC’s and ADTC’s) and MAJCOMS must fill out this form to access iFTDTL.

2. Is the form for new software coming soon?
Answer: All DTC’s, ADTC’s, and MAJCOMs must have access to Web DTP by 1May2022. It is important that all members with access to the site be skillfull at using WebDTP by 1 May 2022. DTPlite 5.X desktop application will no longer be available. Once authorized to use Web DTP, MAJCOMs will receive access to results and DTC’s and ADTC’s will receive access to containers for the units UIC and BAC listed in block 27 (organization block) of the DD2875. Once access is granted  to WebDTP, use the WebDTP user guide posted on the portal under the Access and registration folder for a step by step guide on how to use containers.

3. Do DTC’s and ADTC’s need to fill out the entire form?
Answer: Yes, Anyone who has access to iFTDTL must fill out the form entirely.  

4. Who fills out Part II, block 13-17e?
Answer: User’s supervisor/Command. For specifics on what information to enter in each block, please refer to the above block information. 

5. What training certificate is required?
Answer: The member’s Annual Cyber Awareness training. A copy of the certificate/document showing you completed the training is required and must be attached with the DD2875 when submitted. If you cannot acquire a certificate, Export PDF under the mandated training “A” chart with the current (not expired) Cyber Awareness training listed on it. If you are unable to attach the training directly to the DD 2875 form, you can attach the training separately in the email.


EMAILING DD 2875 FORMS TO THE DRUG TESTING PROGRAM MANAGER

1. How do you want the forms collected and processed?
Answer:  The MAJCOM will collect all the forms from each unit (UIC/OPFAC) included in their BAC. Once the MAJCOM has collected all the DTC and ADTC’s DD2875’s forms from a unit (one UIC/OPFAC), they can email those forms together (ONLY ONE UNIT AT A TIME). The MAJCOM must verify that the forms are filled out completely and accurately before sending. Each MAJCOM can email their own forms individually once complete. 
Include:
*Subj line: iFTDTL DD2875's_For units name, UIC and BAC in
the subject line.
*Example: iFTDTL DD2875's_For CG Personnel Service Center (PSC), UIC 47909,
BAC C05M.

2.  What should each member’s forms be saved as?
Answer: save each form in PDF format (with training attached) for each user separately (1 member per file) and save as the members email address.
EXAMPLE: Christopher.L.George@uscg.mil



3. What email address should I email the form/s to?
Answer: HQS-SMB-CGPSC-PSDFS-DRUGTEST HQS-SMB-CGPSC-PSDFS-DRUGTEST@uscg.mil

**ATTACH EACH USERS CYBER AWARENESS TRAINING**
Updated on 06/26/2025

image1.emf
Aimee.E.Erlandson @uscg.mil.pdf


Aimee.E.Erlandson@uscg.mil.pdf


iFTDTL INSTRUCTIONS 
  The following instructions pertain specifically to the iFTDTL DD Form 2875 


  
(13) Justification for Access. At the bottom of block 13, record the User's EDI number 
  
(22) Signature of IAO or appointee. Not Required 
  
(23) Organization/Department. Not Required  
  
(24) Phone Number. Not Required 
  
(25) Date. Not Required 
  
(27) OPTIONAL INFORMATION (Additional information). Acceptable Use Policy and Rules of Behavior are accepted and agreed to as a condition 
for being granted the requested access. Indicate the User Role(s) and Data Access for this request.


Non-Privileged Roles and Levels of Access


iFTDTL Roles iFTDTL LOA


WebDTP Application Cntr


Results RRU, ARG, SC


MRO RRU, ARG, SC


Privileged Roles and Levels of Access


iFTDTL Roles iFTDTL Levels of Access


User Administration RRU, SC


RRU Administration SC


WebDTP Cntr Administration RRU, SC


Other


Choose from the following: 
  
ADMITS DMDC MRO QC 
AFMES MEPS MRO Resource


iFTDTL  Definitions 
 


Non-Privileged Roles: 
 


WebDTP Application: Import rosters, perform selections, produce testing products, and reports 
Results: Access Urinalysis Testing Results 
MRO: Positive results with MRO confirmation 
 


Privileged Roles: 
 


User Administration: Administering user profiles and access to the system. 
RRU Administration: Maintain organizational structure for a Service Component. (e.g. Installation or BAC alignment) 
WebDTP Cntr Administration: Maintain named database(s) for WebDTP Application under Results Reporting Unit (RRU) 
Other: Roles which are defined by a their specific functions and Level of Access (LOA) (see table above) 
 


Levels of Access (LOA): 
 


Cntr - Container: A WebDTP application workspace that provides data access for a database under a Results Reporting Unit (RRU) 
RRU - Results Reporting Unit: Provides results access for assigned units (e.g. a BAC, RUC) 
ARG - Affiliated Reporting Group: Provides results access for a group of affiliated RRUs (e.g. a group of BACs, RUCs) 
SC - Service Component: Provides data access for an entire Service Component
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iFTDTL User Management Instructions 
 


The iFTDTL DD Form 2875 SAAR shall be updated annually. 
 
Each Service Component Account Manager wil have an approved iFTDTL DD Form 2875 on record with iFTDTL. 
 
User access requests (iFTDTL DD Form 2875) shall be maintained by the Service Component Account Manager. Shared/Group accounts are 
strictly prohibited. 
 
The iFTDTL ISSM/ISSO shall periodically audit Service Components for compliance with all requirements. NOTE: If non-compliance is found, (e.g. 
outdated annual Cyber Awareness training, annual HIPAA training, etc.) accounts will be locked until corrective action is taken. 
 
Each Service Component User Administrator will verify user account information for each new account and will re-validate annually when the 
iFTDTL DD Form 2875 is updated. 
 
iFTDTL data shall not be stored on a system that is not authorized to process and store FOUO PI and PII data. 
 
The transfer of unsanctioned iFTDTL data between different security domains is strictly prohibited.


iFTDTL Form Signatures 
  


(Block 11) - User Signature 
 Locks:  Request Type, User ID & Date, Blocks 1-12, and Block 26 
  
(Block 18) - Supervisor's Signature 
 Locks: Blocks 13-20b and Block 27 
  
(Block 21) - Signature of Information Owner/Opr 
 Locks: Blocks 21-21b 
  
(Block 22) - Signature of IAO or Appointee 
 Locks: Blocks 22-25 
  
(Block 31) - Security Manager Signature 
  
"Processed By" 
 Locks: Date Processed and Date 
  
"Revalidated By" 
 Locks: Date Revalidated and Date
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SYSTEM AUTHORIZATION ACCESS REQUEST (SAAR)
PRIVACY ACT STATEMENT


AUTHORITY: Executive Order 10450, 9397; and Public Law 99-474, the Computer Fraud and Abuse Act. 
PRINCIPAL PURPOSE: To record names, signatures, and other identifiers for the purpose of validating the trustworthiness of individuals requesting 


access to Department of Defense (DoD) systems and information. NOTE: Records may be maintained in both electronic 
and/or paper form. 


ROUTINE USES: None. 
DISCLOSURE: Disclosure of this information is voluntary; however, failure to provide the requested information may impede, delay 


or prevent further processing of this request.
TYPE OF REQUEST DATE (YYYYMMDD)


SYSTEM NAME (Platform or Applications) LOCATION (Physical Location of System)


PART I (To be completed by Requestor)
1.  NAME  (Last, First, Middle Initial) 2.  ORGANIZATION


3.  OFFICE SYMBOL/DEPARTMENT 4.  PHONE (DSN or Commercial)


5.  OFFICIAL E-MAIL ADDRESS 6.  JOB TITLE AND GRADE/RANK


7.  OFFICIAL MAILING ADDRESS 8.  CITIZENSHIP 9. DESIGNATION OF PERSON


10. IA TRAINING AND AWARENESS CERTIFICATION REQUIREMENTS (Complete as required for user or functional level access.)


11. USER SIGNATURE 12.  DATE (YYYYMMDD)


PART II - ENDORSEMENT OF ACCESS BY INFORMATION OWNER, USER SUPERVISOR OR GOVERNMENT SPONSOR (If individual is a 
contractor - provide company name, contract number, and date of contract expiration in Block 16.)
13. JUSTIFICATION FOR ACCESS


14. TYPE OF ACCESS REQUIRED:


15. USER REQUIRES ACCESS TO:   UNCLASSIFIED  CLASSIFIED (Specify category) 


16. VERIFICATION OF NEED TO KNOW 16a. ACCESS EXPIRATION DATE (Contractors must specify Company Name, 
Contract Number, Expiration Date.  Use Block 27 if needed.)


17. SUPERVISOR'S NAME (Print Name) 18. SUPERVISOR'S SIGNATURE 19. DATE (YYYYMMDD)


20.  SUPERVISOR'S ORGANIZATION/DEPARTMENT 20a. SUPERVISOR'S E-MAIL ADDRESS 20b. PHONE NUMBER


21. SIGNATURE OF INFORMATION OWNER/OPR 21a. PHONE NUMBER 21b. DATE (YYYYMMDD)


22. SIGNATURE OF IAO OR APPOINTEE 23. ORGANIZATION/DEPARTMENT 24. PHONE NUMBER 25. DATE (YYYYMMDD)


Initial Modification Deactivation User ID


U.S. FN
Other


Military


Contractor


Civilian


I have completed Annual Cyber/Information Awareness Traning DATE (YYYYMMDD)  


(Printed Name)


DOD ID: 


Authorized Privileged


I certify that this user requires access as requested
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26. NAME (Last, First, Middle Initial)


27. OPTIONAL INFORMATION (Additional information)


ACCEPTABLE USE POLICY 
SYSTEM USE: 


Use of the system from the Forensic Toxicology Drug Testing Laboratories (FTDTL)-Web Reporting System (WRS) is for official use only. 
Usage is limited to accomplishing the mission of the Military Personnel Drug Abuse Testing Program (DODI 1010.01) and the DOD Civilian 
Employee Drug-Free Workplace Program (DODI 1010.09). Any other use is strictly prohibited. 


DATA USE: 
 a. Use of data from the Toxicology Drug Testing Laboratories (FTDTL)-Web Reporting System (WRS) other than the purpose for which it 


was originally collected is strictly prohibited. 
 b. The introduction of material that is inconsistent with the information classification (Unclassified, Personally Identifiable Information 


(PII)) for which the system is authorized is strictly prohibited. 
PROTECTIONS: 
 a. All users shall protect United States Government (USG) 
 b. All users shall protect against the introduction of data that is inconsistent with the information classification for which the system is 


authorized.  
ACKNOWLEGEMENT: 


Violating the Acceptable Use Policy may result in loss of access, loss of security clearance, and/or other adverse disciplinary action. 
  


GENERAL RULES OF BEHAVIOR 
All users of the FTDTL-WRS shall adhere to the following: 
 a. Provide evidence of completion for DoD Cyber Awareness training as a condition for initial access to Defense Health Administration 


(DHA) IT, and update annually thereafter to maintain access. 
 b. Complete and submit the FTDTL DD Form 2875, “System Authorization Access Request (SAAR)” for access to FTDTL systems. 
 c. Immediately report all Cybersecurity-related events, potential threats, and vulnerabilities to the Global Service Center at 


1-800-600-9332 and, whenever possible the local Information System Security Officer (ISSO), or, in the absence of an ISSO, the local 
Information System Security Manager (ISSM). 


 d. Immediately notify their supervisor and the local organizational Privacy Official if there is a suspected or actual breach involving PII or 
Protected Health Information (PHI). 


 e. Use only USG-issued IT (Hardware and Software) to access FTDTL-WRS. 
 f. Removable storage devices/flash media shall not be used. 
 g. Properly mark and classify all information (e.g., emails, briefings, documents, or reports). 
 h. Use USG-issued CAC to access DHA IT, without exception. Circumventing CAC access is strictly prohibited. 
 i. Maintain physical possession of DoD authentication mechanisms (e.g. CAC), at all times. 
 j. Immediately disable user account when it is no longer needed using functionality provided by the FTDTL application. 
 k. Do not share user accounts. Shared/Group accounts are strictly prohibited. 
 l. Do not use FTDTL data for any purpose other than for which it was originally collected. 
 m. Do not transfer FTDTL data to a different security domain. 
 n. Do not use of FTDTL-WRS as a staging ground or platform to gain unauthorized access to any other system. 
 o. Do not access FTDTL-WRS for reasons unrelated to an official DDRP job function.  
ACKNOWLEGEMENT: 


 Violating the Rules of Behavior may result in loss of access, loss of security clearance, and/or other adverse disciplinary action. 
  
PRIVILEGED-USER RULES OF BEHAVIOR 


All privileged users of the FTDTL-WRS shall also adhere to the following: 
 a. I am responsible for all actions taken under my account. I will ONLY use the access or privileges granted to me to perform authorized 


tasks or mission related functions. 
 b. I will not create or elevate access rights of other; share permissions for which they are not authorized; nor allow others access under 


my account. 
 c. I will immediately report all Cybersecurity-related events, potential threats, and vulnerabilities to the Global Service Center at 


1-800-600-9332 and, whenever possible the local Information System Security Officer (ISSO), or, in the absence of an ISSO, the local 
Information System Security Manager (ISSM). 


ACKNOWLEGEMENT: 
 Violating the Rules of Behavior may result in loss of access, loss of security clearance, and/or other adverse disciplinary action. 
  
NON-DISCLOSURE 


Disclosure of protected or privileged information: 
Whoever, being an officer, employee or agent of the United States or of any department, agency or contractor thereof, publishes, divulges, 
discloses or makes known in any manner or to any information coming to him/her in the course of their employment or official duties, which 
information concerns or relates to the trade secrets or proprietary information of a non-Federal government entity; any information protected 
by the PRIVACY ACT; any information subject to protection under the Freedom of Information Act; other law, regulation, or policy (including 
all privileged communications such as doctor-patient, attorney-client, etc.) any information protected under the classification system set forth 
in AR 380-5; or any other information protected by law or regulation (i.e. ID, AAA, CID); shall, in addition to any penalty imposed by said law 
or regulation, be subject to UCMJ, administrative, or contract remedy enforcement. 


ACKNOWLEGEMENT: 
I have read the provisions herein and I understand my responsibility not to disclose any matters connected with or pertaining to these 
provisions as they pertain to the FTDTL-WRS except to persons theretofore listed as having a need to know
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27. OPTIONAL INFORMATION (Additional information)


Non-Privileged Roles and Levels of Access (see iFTDTL Instructions)
iFTDTL Roles iFTDTL Levels of Access Organization


WebDTP 
Application


Container


Results Service Component


Affiliated Reporting GroupResults Reporting Unit


MRO Service Component


Results Reporting Unit Affiliated Reporting Group


Privileged Roles and Levels of Access (see iFTDTL Instructions)
iFTDTL Roles iFTDTL Levels of Access Organization


User 
Administration


Service ComponentResults Reporting Unit


RRU 
Administration


Service Component


WebDTP Cntr 
Administration


Results Reporting Unit Service Component


Other


As designated by unit requirements:
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PART III - SECURITY MANAGER VALIDATES THE BACKGROUND INVESTIGATION OR CLEARANCE INFORMATION
28. TYPE OF INVESTIGATION 28a. DATE OF INVESTIGATION (YYYYMMDD)


28b. CLEARANCE LEVEL


29. VERIFIED BY (Print name) 30. SECURITY MANAGER
TELEPHONE NUMBER


31. SECURITY MANAGER SIGNATURE 32. DATE (YYYYMMDD)


PART IV - COMPLETION BY AUTHORIZED STAFF PREPARING ACCOUNT INFORMATION
Date


DATE PROCESSED
(YYYYMMDD)


PROCESSED BY (Print name and sign) DATE (YYYYMMDD)


DATE REVALIDATED
(YYYYMMDD)


REVALIDATED BY (Print name and sign) DATE (YYYYMMDD)


28c. IT LEVEL DESIGNATION
LEVEL I LEVEL II LEVEL III
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INSTRUCTIONS 
The prescribing document is as issued by using DoD Component. 


A. PART I: The following information is provided by the user when 
establishing or modifying their USER ID. 


(1) Name.  The last name, first name, and middle initial of the user. 


(2) Organization. The user's current organization (i.e. DISA, SDI, DoD 
and government agency or commercial firm). 


(3) Office Symbol/Department. The office symbol within the current 
organization (i.e. SDI). 


(4) Telephone Number/DSN. The Defense Switching Network (DSN) 
phone number of the user. If DSN is unavailable, indicate commercial 
number. 


(5) Official E-mail Address.  The user's official e-mail address. 


(6) Job Title/Grade/Rank. The civilian job title (Example: Systems 
Analyst, GS-14, Pay Clerk, GS-5)/military rank (COL, United States 
Army, CMSgt, USAF) or "CONT" if user is a contractor. 


(7) Official Mailing Address.  The user's official mailing address. 


(8) Citizenship (US, Foreign National, or Other). 


(9) Designation of Person (Military, Civilian, Contractor). 


(10) IA Training and Awareness Certification Requirements. User must 
indicate if he/she has completed the Annual Information Awareness 
Training and the date. 


(11) User's Signature. User must sign the DD Form 2875 with the 
understanding that they are responsible and accountable for their 
password and access to the system(s). 


(12) Date.  The date that the user signs the form. 


B. PART II: The information below requires the endorsement from the 
user's Supervisor or the Government Sponsor. 


(13). Justification for Access. A brief statement is required to justify 
establishment of an initial USER ID. Provide appropriate information if 
the USER ID or access to the current USER ID is modified. 


(14) Type of Access Required: Place an "X" in the appropriate box. 
(Authorized - Individual with normal access. Privileged - Those with 
privilege to amend or change system configuration, parameters, or 
settings.) 


(15) User Requires Access To: Place an "X" in the appropriate box. 
Specify category. 


(16) Verification of Need to Know. To verify that the user requires 
access as requested. 


(16a) Expiration Date for Access. The user must specify expiration 
date if less than 1 year. 


(17) Supervisor's Name (Print Name). The supervisor or representative
prints his/her name to indicate that the above information has been 
verified and that access is required. 


(18) Supervisor's Signature. Supervisor's signature is required by the 
endorser or his/her representative. 


(19) Date.  Date supervisor signs the form. 


(20) Supervisor's Organization/Department. Supervisor's organization 
and department. 


(20a) E-mail Address. Supervisor's e-mail address. 


(20b)  Phone Number.  Supervisor's telephone number. 


(21) Signature of Information Owner/OPR. Signature of the functional 
appointee responsible for approving access to the system being 
requested. 


(21a) Phone Number.  Functional appointee telephone number. 


(21b) Date. The date the functional appointee signs the DD Form 
2875. 


(22) Signature of Information Assurance Officer (IAO) or Appointee. 
Signature of the IAO or Appointee of the office responsible for 
approving access to the system being requested. 


(23) Organization/Department.  IAO's organization and department. 


(24) Phone Number.  IAO's telephone number. 


(25) Date.  The date IAO signs the DD Form 2875. 


(27) Optional Information. This item is intended to add additional 
information, as required. 


C. PART III:  Certification of Background Investigation or Clearance. 


(28) Type of Investigation. The user's last type of background 
investigation (i.e., NAC, NACI, or SSBI). 


(28a) Date of Investigation.  Date of last investigation. 


(28b) Clearance Level. The user's current security clearance level 
(Secret or Top Secret). 


(28c) IT Level Designation. The user's IT designation (Level I, Level II, 
or Level III). 


(29) Verified By. The Security Manager or representative prints his/her 
name to indicate that the above clearance and investigation 
information has been verified. 


(30) Security Manager Telephone Number. The telephone number of 
the Security Manager or his/her representative. 


(31) Security Manager Signature. The Security Manager or his/her 
representative indicates that the above clearance and investigation 
information has been verified. 


(32) Date. The date that the form was signed by the Security Manager 
or his/her representative. 


D. PART IV: This information is site specific and can be customized 
by either the DoD, functional activity, or the customer with approval of 
the DoD. This information will specifically identify the access required 
by the user. 


E. DISPOSITION OF FORM: 


TRANSMISSION: Form may be electronically transmitted, faxed, or 
mailed. Adding a password to this form makes it a minimum of "FOR 
OFFICIAL USE ONLY" and must be protected as such. 


FILING: Original SAAR, with original signatures in Parts I, II, and III, 
must be maintained on file for one year after termination of user's 
account. File may be maintained by the DoD or by the Customer's 
IAO. Recommend file be maintained by IAO adding the user to the 
system. 
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